
Chirag Joshi is a renowned global CISO and a strategic advisor to Board Executives and 
Senior Cyber & Technology leaders across industry and governments. He is  also the 
National Ambassador for Critical Infrastructure ISAC Australia. His leadership has earned 
him a place on the CSO30 list of top cyber security executives  for three consecutive 
years. Chirag is an active Board Director and President of ISACA Sydney, where he 
champions professional growth of cyber and risk leaders and promotes resilient security 
practices across the nation and broader region.

In a landscape where cybersecurity threats are becoming more sophisticated and the stakes are higher than 
ever, effective leadership is no longer a luxury but a necessity. Cyber leadership today demands more than 
technical expertise - it requires strategic clarity, business alignment, and the ability to influence at all levels. 
As regulatory pressures rise and cyber threats evolve, organisations need leaders who can design defensible 
programs, prioritise investments, and drive meaningful engagement across the business.

This two-day masterclass is purpose-built for cyber and technology professionals ready to elevate their 
impact. Grounded in real-world experience and practical application, the program goes beyond theory - 
equipping you with the skills to lead modern cyber strategies, communicate risk effectively, and execute with 
confidence.

Key Learning Outcomes:  
• Communicate Cyber Risk with Impact in business, financial & risk-aligned language that resonates with 

decision-makers.
• Design & Implement Modern Cyber Strategies to balance risk, cost & capability.
• Prioritise Investments using Risk Quantification: build defensible business cases that demonstrate measurable 

risk reduction and value for money.
• Translate Cyber Strategy into Action by learning to sequence initiatives, structure delivery roadmaps, & choose 

fit-for-purpose operating models.
• Rationalise Tools and Architecture for Maximum Value with a proven 3C Framework
• Develop Metrics that Matter tailored to strategic & operational audiences to drive better decisions & 

transparency.
• Lead High-Impact Incident Response Exercises that drive preparedness and cross-functional engagement.
• Govern AI Use and Prepare for Emerging Risks by establishing guardrails for responsible AI adoption
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Practical Skills for Strategy, Risk, Architecture & Executive Engagement
 CYBER LEADERSHIP 2025
STRATEGIC

From navigating Board-level communication to developing cyber strategies & 
informing strategic risk decisions, hands-on sessions ensure participants can apply 

what they learn immediately in their organisations.

 Practical Application - Scenario-Based Exercises - Real-World Challenges
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