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Ransomware is one of the most dangerous cybersecurity threats facing organisations globally. The growing frequency and 
impact of these attacks serve as a stark reminder of the evolving threat landscape and the critical need for organizations to 
prioritize robust cybersecurity measures to protect their data and mitigate risks. Anyone can be a target - Are You Prepared?
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Ransomware attacks are on the rise in the Asia Pacific region, making them more prevalent now than 
ever before. While some organizations have suffered financially, others have suffered legal ramifications. 
According to the Global State of Industrial Cybersecurity: Resilience Amidst Disruption report, 65% of 
organizations in the APAC were affected by ransomware attacks in 2023, with 45% paying the ransom. 

Victims could pay roughly $265 billion annually by 2031, factoring in a cost increase of 30% every year for 
the next decade. But the harm goes beyond the ransom - there’s the revenue lost while getting the 
affected business up and running again. 
The race between cyber attackers and defenders is always going to fluctuate, but what isn’t an option is 
waiting on the sidelines to see who wins. We need to work together and consider all options.

Malaysia’s Ransomware Resilience Conference 2024 brings industry expert and advisors together to 
benchmark resilience and business continuity planning, sharing up-to date strategies, action plans & best 
practices, enabling businesses to prevent, detect and respond to security challenges.

Overview:

Best Selling book “Visual Threat Intelligence” authored by 
Thomas Roccia

CSOs & CISOs believe 
Ransomware as their 
biggest cybersecurity 

threat 

of businesses will 
suffer one or more 

ransomware attacks 
in 2023

Ransomware will 
cost its victims

annually by 2028

46% 60% 
$157 billion

The human element was 
responsible for

of attacks in 2022

74%

There were

publicly mentioned 
ransomware cases 

in Q1 2023

809

of APAC Organizations have 
a formal Ransomware 

responsive plan, compared 
to 47% in 2022

50%
of organizations in APAC paid 

ransom fees between US$ 
100k to US$ 1 million and 
13% paid between US$ 1 
million and US$ 5 million

71%

D i d  Y o u  K n o w ?

Everything You Need To Learn 
and Everyone You Need to Meet 

in The Cyber Security Sphere

Discover the Security Use 
Cases, Business Models and 
Roadblocks that Can Support 
Your Digital Transformation

Learn From International  
Thought-Provoking Cyber 

Security and Cyber Risk Experts

Connect with Global technologist 
and Early Adopters to Expand 

your Network

 W H Y  A T T E N D

WHO 
should 
attend

• Chief Executive Officers
• Chief Operating Officers 
• Chief Information Security Officers 
• Chief Information Officers 
• Chief Risk Officers Chief 
• Threat Defence Heads
• Incident Response Managers
• Threat Intelligence Heads
• Cyber Crisis Management Heads
• Ransomware Incident Responsive Teams

• Technology Officers
• Cyber Security Professionals
• Heads of Digital Transformation 
• Heads of Insights and Analytics
• Operation Risk Heads and Managers
• Technology Risk Heads and Managers
• Cyber Security Experts 
• Operational Technology (OT) Cybersecurity 
• Global Operational Technology (OT) Cybersecurity 

Register before 22 January 2024 & receive a complimentary


